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important entities.

www.ncsc.gov.ie

https://www.ncsc.gov.ie/


2

Management Responsibilities 
Senior management have ultimate responsibility for cybersecurity risk 
management in essential and important entities. Failure by management 
to comply with NIS2 requirements could result in serious consequences, 
including liability, temporary bans and administrative fines as provided for in 
the implementing national legislation.

Management bodies of essential  
and important entities must:

Approve the adequacy of the cybersecurity risk 

management measures taken by the entity;

Supervise the implementation of the risk management 

measures;

Follow training in order to gain sufficient knowledge 

and skills to identify risks and assess cybersecurity risk 

management practices and their impact on the services 

provided by the entity

Offer similar training to their employees on a 

regular basis;

Be accountable for the non-compliance
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