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The former distinction between “operators
of essential services” (OES) and “digital
service providers” (DSP) in the original NIS
Directive is replaced by a distinction between
‘essential” and “important” entities.
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Essential and Important Entities - Supervision

The former distinction between “operators of essential services” (OES)
and “digital service providers” (DSP) in the original NIS Directive is
replaced by a distinction between “essential” and “important” entities.

No more categorisation of OES and DSP

ESSENTIAL ENTITIES IMPORTANT ENTITIES
Ex Ante & Ex Post Supervision Ex Post Supervision
On-site inspections and off-site supervision On-site inspections and off-site ex post

supervision

Regular & Targeted Security Audits Targeted Security Audits
Security Scans Security Scans
Information Requests Information Requests
Requests for information necessary to Requests for information necessary to
assess the cybersecurity risk-management assess, ex post, the cybersecurity risk-
measures adopted by the entity concerned. management measures adopted by the

entity concerned.

Ad hoc audits, for example after a

significant incident

Authorities can take a risk based .
approach to prioritise supervisory tasks. ‘
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