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Incident Notification 
NIS2 imposes notification obligations in phases, for incidents which have 
a ‘significant impact’ on the provision of their services. These notifications 
must be made to the relevant competent authority or CSIRT (Computer 
Security Incident Response Team). 

Where appropriate, entities shall notify the recipients of their services of significant incidents.

When in the public interest, the CSIRT or relevant competent authority may inform the public about the 

significant incident or may require the entity to do so.
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EARLY WARNING
Is it a suspected malicious act with potential cross-border impacts?

FINAL REPORT
Or if incident ongoing at time of final report a progress report 

and final report 1 month after end

OFFICIAL INCIDENT NOTIFICATION
Assessment of the incident, severity and impact, plus indicators of compromise.

INTERMEDIATE STATUS REPORT
At the request of CSIRT or relevant competent authority.


