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NIS2 seeks to further enhance the work 
started in the NIS Directive to build 
a high common level of cybersecurity 
across the European Union.
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New in NIS2

✔ More Sectors

✔ More entities

✔ New methods of selection and registration

✔ New incident notification deadlines

✔ Extra requirements

Three Main Pillars of NIS2

National Authorities

National Strategies

CVD Frameworks

Crisis Management 
Frameworks

Cooperation Group

CSIRTs Network

CyCLONe 

CVD and European 
Vulnerability registry

Peer-reviews

Biennial ENISA 
cybersecurity report

Accountability for top 
management for non 
compliance

Essential and important 
companies are required to 
take security measures

Companies are required 
to notify incidents within a 
given time frame
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MEMBER STATE 
RESPONSIBILITIES RISK MANAGEMENT

CO-OPERATION AND 
INFO EXCHANGE

COMPANY 
RESPONSIBILITIES

NIS2 will further enhance the 
work started in the NIS Directive 
in building a high common level of 
cybersecurity across the European 
Union.

It places obligations on Member 
States AND individual companies in 
critical sectors.
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